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(e) Certification (authentication) of 
copies of records. The U.S. Office of Per-
sonnel Management may certify that 
records are true copies in order to fa-
cilitate their use as evidence. If you 
seek certification, you must request 
certified copies from OPM at least 45 
days before the date they will be need-
ed. The request should be sent to the 
General Counsel. You will be charged a 
certification fee of $15.00 for each docu-
ment certified. 

(f) Waiver or reduction of fees. The 
General Counsel, in his or her sole dis-
cretion, may, upon a showing of rea-
sonable cause, waive or reduce any fees 
in connection with the testimony, pro-
duction, or certification of records. 

(g) De minimis fees. Fees will not be 
assessed if the total charge would be 
$10.00 or less. 

Subpart D—Penalties 

§ 295.401 Penalties. 

(a) An employee who discloses offi-
cial records or information or gives 
testimony relating to official informa-
tion, except as expressly authorized by 
OPM or as ordered by a Federal court 
after OPM has had the opportunity to 
be heard, may face the penalties pro-
vided in 18 U.S.C. 641 and other applica-
ble laws. Additionally, former OPM 
employees are subject to the restric-
tions and penalties of 18 U.S.C. 207 and 
216. 

(b) A current OPM employee who tes-
tifies or produces official records and 
information in violation of this part 
may be subject to disciplinary action. 

PART 297—PRIVACY PROCEDURES 
FOR PERSONNEL RECORDS 

Subpart A—General Provisions 

Sec. 
297.101 Purpose and scope. 
297.102 Definitions. 
297.103 Designations of authority by system 

manager. 
297.104 Types of records. 
297.105 Agency and Office responsibilities 

for systems of records and applicability 
of the regulations. 

297.106 Contact point for Privacy Act mat-
ters. 

Subpart B—Request for Access 

297.201 General provisions. 
297.202 Methods of access. 
297.203 Access by the parent of a minor or 

by the legal guardian of an individual de-
clared to be incompetent. 

297.204 Access by the representative of the 
data subject. 

297.205 Access to medical records. 
297.206 Fees charged by the Office. 
297.207 Denials of access and appeals with 

respect to such denials. 
297.208 Judicial review. 

Subpart C—Amendment of Records 

297.301 General provisions. 
297.302 Time limits. 
297.303 Applicability of amendment provi-

sions. 
297.304 Approval of requests to amend 

records. 
297.305 Denial of requests to amend records. 
297.306 Appeal of a denial of a request to 

amend a record. 
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297.401 Conditions of disclosure. 
297.402 Disclosure pursuant to a compulsory 
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Subpart E—Exempt Records 

297.501 Exemptions. 

AUTHORITY: Sec. 3, Pub. L. 93–579, 88 Stat. 
1896 (5 U.S.C. 552a). 

SOURCE: 53 FR 1998, Jan. 26, 1988, unless 
otherwise noted. 

Subpart A—General Provisions 
§ 297.101 Purpose and scope. 

This part sets forth the regulations 
of the U.S. Office of Personnel Manage-
ment (the Office) to govern the mainte-
nance, protection, disclosure, and 
amendment of records within the sys-
tems of records as defned by the Pri-
vacy Act of 1974 (5 U.S.C. 552a), Public 
Law 93–579. 

§ 297.102 Definitions. 
In this part, the terms agency, indi-

vidual, maintain, record, statistical 
records, and systems of records have the 
same meanings as defined in the Pri-
vacy Act, 5 U.S.C. 552a. In addition: 

Access means providing a copy of a 
record to, or allowing review of the 
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original record by, the data subject or 
the data subject’s authorized rep-
resentative, parent, or legal guardian; 

Act means the Privacy Act of 1974, 
Public Law 93–579, 5 U.S.C. 552a, as 
amended; 

Agency means any department or 
independent establishment in the Exec-
utive Branch of the Federal Govern-
ment, including a Government corpora-
tion, of Government-controlled cor-
poration, except those specifically ex-
cluded from the Office recordkeeping 
requirements by statute, this title, or 
formal agreement between the Office 
and the agency. 

Amendment means the correction, ad-
dition, deletion, or destruction of a 
record or specific portions of a record; 

Data subject means the individual to 
whom the information pertains and by 
whose name or other individual identi-
fier the information is retrieved; 

Disclosure means providing personal 
review of a record, or a copy thereof, to 
someone other than the data subject or 
the data subject’s authorized rep-
resentative, parent, or legal guardian; 

Office means the U.S. Office of Per-
sonnel Management; 

Personnel record means any record 
concerning an individual which is 
maintained and used in the personnel 
management or personnel policy-mak-
ing process; and 

System manager means the Office or 
agency official, designated by the head 
of the agency, who has the authority to 
decide Privacy Act matters relative to 
each system of records maintained by 
the Office. 

§ 297.103 Designations of authority by 
system manager. 

The responsible Office system man-
ager having jurisdiction over a system 
of records may designate in writing an 
Office employee to evaluate and issue 
the Office’s decision on Privacy Act 
matters relating to either internal, 
central, or Governmentwide systems of 
records. 

§ 297.104 Types of records. 
The Office manages three generic 

types of personnel records systems: 
(a) Internal systems of records are 

under the Office’s physical control and 
are established and maintained by the 

Office solely on its own employees and, 
when appropriate, on others in contact 
with the Office regarding matters with-
in its authority. 

(b) Centralized systems of personnel 
records are physically established and 
maintained by the Office with regard 
to most current and former Federal 
employees and some applicants for 
Federal employment. 

(c) Governmentwide systems of per-
sonnel records are maintained by the 
Office, and through Office delegations 
of authority, by Federal agencies with 
regard to their own employees or appli-
cants for employment. Although they 
are Office records, they are in the phys-
ical custody of those agencies. Though 
in the physical custody of agencies, the 
Office retains authority under its 
record management authority and 
under the Privacy Act to decide ap-
peals of initial agency determinations 
regarding access to and amendment of 
material in these systems. 

§ 297.105 Agency and Office respon-
sibilities for systems of records and 
applicability of the regulations. 

(a) These regulations apply to proc-
essing requests from both current and 
former Office employees for records 
contained in internal, central, and 
Governmentwide systems of records 
managed by the Office. 

(b) Agencies are solely and totally re-
sponsible for processing requests re-
garding records maintained in their in-
ternal systems of records. Agency regu-
lations, and not these Office regula-
tions, govern the implementation of 
the Privacy Act for agency internal 
systems; there is no right of appeal to 
the Office from an agency’s determina-
tion regarding its internal agency 
records. 

(c) For records maintained in the Of-
fice’s central systems of records, the 
data subject should contact the appro-
priate Office system manager con-
cerning Privacy Act matters. These 
regulations will apply to inquiries re-
garding records located in the central 
systems of records. 

(d) For records maintained within 
the Office’s Governmentwide systems 
of records, each agency is responsible, 
unless specifically excepted by the Of-
fice, for responding to initial Privacy 

VerDate Sep<11>2014 10:26 Mar 13, 2015 Jkt 235008 PO 00000 Frm 00127 Fmt 8010 Sfmt 8010 Y:\SGML\235008.XXX 235008rlj
oh

ns
on

 o
n 

D
S

K
3V

P
T

V
N

1P
R

O
D

 w
ith

 C
F

R


		Superintendent of Documents
	2016-07-06T17:21:53-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




